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Trend Micro Integrates with Microsoft Azure Security Center
Deep Security™ solution delivers comprehensive, user-friendly protection for cloud and virtual
environments

DALLAS--(BUSINESS WIRE)--Trend Micro Incorporated (TYO: 4704; TSE: 4704), a global leader in security
software solutions, today announced the integration of Trend Micro Deep Security into the Microsoft Azure
Security Center. Customers will now have access to a single view of all Azure subscriptions, live workload
monitoring capabilities, and suggested remediation steps to address security issues. Trend Micro Deep Security
has been recommended by Microsoft Corp. to help address vulnerabilities, enabling customers to deploy directly
from the Microsoft Azure Marketplace.

“As customers embrace Azure, they need easy-to-manage security solutions to protect workloads from malware
and network attacks, as well as achieve compliance,” said Bill McGee, senior vice president, cloud & data center
security, Trend Micro. “With the Azure Security Center, it has never been easier to benefit from Deep Security,
the industry’s No. 1 server security solution that scales in virtual and cloud environments without compromising
performance and efficiency. It also automates provisioning of workload-aware security for rapid protection of
virtual machines from software vulnerabilities, including Shellshock and Heartbleed.”

Trend Micro Deep Security helps customers meet shared security responsibilities with the industry's most
complete solutions set for Azure. Users benefit from real-time malware detection and removal, as well as
protection from known and unknown vulnerabilities, such as zero-day attacks. In addition, the solution delivers
detection and alerts on suspicious or malicious activity, including integrity monitoring for regulatory compliance
with regulations spanning PCI DSS 3.1, HIPAA, etc.

"The concept of shared responsibility in the cloud requires all customers to make security a priority, but the
dynamic nature of the environment means traditional data center approaches simply don’t fit," says Nicole
Herskowitz, Senior Director of Product Marketing, Microsoft Azure. "With the dynamic capabilities of Trend Micro
Deep Security integrated in the Azure Security Center, customers will now be able to easily identify security and
configuration issues, and quickly address them."

Microsoft Azure Security Center will be available in beta to all Azure customers globally December 2, 2015.
Commercial availability is expected in 2016. For further information please visit https://azure.microsoft.com/en-
us/campaigns/security-center.

To learn more about how Trend Micro Deep Security secures Azure workloads and see it in action, please
visit http://www.trendmicro.com/azure.

About Trend Micro

Trend Micro Incorporated, a global leader in security software, strives to make the world safe for exchanging
digital information. Built on 26 years of experience, our solutions for consumers, businesses and governments
provide layered data security to protect information on mobile devices, endpoints, gateways, servers and the
cloud. Trend Micro enables the smart protection of information, with innovative security technology that is
simple to deploy and manage, and fits an evolving ecosystem. All of our solutions are powered by cloud-based
global threat intelligence, the Trend Micro™ Smart Protection Network™ infrastructure, and are supported by
more than 1,200 threat experts around the globe. For more information, visit TrendMicro.com.

 

http://www.businesswire.com/
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fus%2Findex.html&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=Trend+Micro+Incorporated&index=1&md5=ebf3d6f7570776c935188ed1718c2a97
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.google.com%2Ffinance%3Fq%3DTYO%3A4704&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=TYO%3A+4704&index=2&md5=cd72c69c799954da6068882bf44b8d89
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fus%2Fabout-us%2Finvestor-relations%2Findex.html&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=TSE%3A+4704&index=3&md5=096a85956a2d128e30e11a297b826a1f
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fus%2Fbusiness%2Fsaas%2Fdeep-security-as-a-service%2F&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=Trend+Micro+Deep+Security&index=4&md5=6afad008ec740d72dd5b3bc8b61caea0
http://cts.businesswire.com/ct/CT?id=smartlink&url=https%3A%2F%2Fazure.microsoft.com%2Fen-us%2Fcampaigns%2Fsecurity-center%2F&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=Microsoft+Azure+Security+Center&index=5&md5=78a877d7a81ab50a12f0ecd83a6cc1eb
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fazuremarketplace&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=Microsoft+Azure+Marketplace&index=6&md5=9567f5d6b53f6d727d3582eee62ab5ee
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fus%2Fsecurity%2Fshellshock-bash-bug-exploit%2Findex.html&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=Shellshock&index=7&md5=752f01ffc45a8d424932b8f609781714
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fus%2Fsecurity%2Fheartbleed%2Findex.html&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=Heartbleed&index=8&md5=6dbfb4ea08e431cd39600ae7991af632
http://cts.businesswire.com/ct/CT?id=smartlink&url=https%3A%2F%2Fazure.microsoft.com%2Fen-us%2Fcampaigns%2Fsecurity-center&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=https%3A%2F%2Fazure.microsoft.com%2Fen-us%2Fcampaigns%2Fsecurity-center&index=9&md5=3c26ac6eb9f32cacfd3ebc4f17a416c0
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fazure&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=http%3A%2F%2Fwww.trendmicro.com%2Fazure&index=10&md5=8d4c805444feb8b1474fa7a2f9c0bb32
http://cts.businesswire.com/ct/CT?id=smartlink&url=http%3A%2F%2Fwww.trendmicro.com%2Fus%2Findex.html&esheet=51235391&newsitemid=20151202006125&lan=en-US&anchor=TrendMicro.com&index=11&md5=619676ea25dd2e01aa534c69a7e55bb5


Contact:

Trend Micro Incorporated
Thomas Moore, 972-499-6648
thomas_moore@trendmicro.com

 

Public Company Information:

TOKYO:
4704
JP3637300009
NQB:
TMICY

https://newsroom.trendmicro.ca/2015-12-02-Trend-Micro-Integrates-with-Microsoft-Azure-Security-Center

mailto:thomas_moore@trendmicro.com
https://newsroom.trendmicro.ca/2015-12-02-Trend-Micro-Integrates-with-Microsoft-Azure-Security-Center

	Contact:
	Public Company Information:

